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Mission

N A T I O N A L  C Y B E R  S E C U R I T Y  C E N T R E

Leading Ireland’s Response to Cyber 
Risk



N A T I O N A L  C Y B E R  S E C U R I T Y  C E N T R E

Inter-Departmental 
Committee on Cyber 
Security

National Cyber 
Security Strategy

Reports toGovernment Priority

National Cyber Security 
Centre



What we do

N A T I O N A L  C Y B E R  S E C U R I T Y  C E N T R E

NATIONAL INCIDENT 
DETECTION & RESPONSE

RISK ANALYSIS & 
SITUATIONAL AWARENESS

ENGAGEMENT CYBER RESILIENCE NATIONAL CAPACITY 
DEVELOPMENT & 

RESEARCH



NCSC Growth

2011
• 4 staff
• Annual Budget €250k
• No infrastructure or 

formalised Incident 
Response Processes 

2015
• 7 staff
• Annual Budget €750k
• First National Cyber 

Security Strategy
• Semi-formalised 

approach to IR
• Developing 

infrastructure with some 
automated analytics 

2019
• 25 Staff
• Annual Budget €1.7m
• Second National Cyber 

Security Strategy 
• NIS Directive 

implemented
• CSIRT accredited

Full IR model
Full infrastructure with 
several automated 
analysis tools

2023
• ~60 Staff
• Annual Budget €10.9m
• Mid term Review of 2nd

National Cyber Security 
Strategy complete

• 3 year Technology 
Strategy underway

• Secure Facility
• Formalised information 

sharing arrangements in 
place

• National Cyber Risk 
Assessment conducted

• Public Sector Baseline 
Standard published.

• National Cyber 
Emergency Plan 
implemented.



Operations Resilience

NCSC Teams N A T I O N A L  C Y B E R  S E C U R I T Y  C E N T R E

Security 
Operations

Risk 
Operations

Engineering

Engagement

Capacity 
Development 
& Education

Compliance

Certification

Project 
Management

Strategic Risk 
Management

Security 
and Liaison

Active 
Cyber 

Defence



M i d  – T e r m  
R e v i e w  o f  t h e  

N a t i o n a l  C y b e r  
S e c u r i t y  

S t r a t e g y -

M e a s u r e s  t o  b e  
T a k e n



9 Rialtas na hÉireann | Government of Ireland

Mid Term Review

The Mid-Term Review agreed by 
Government and launched on 28 June 
2023.

Includes 18 New Measures to be 
implemented before the end of 2024.

Additional measures for oversight and 
accountability.
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Mid Term Review
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13 An Roinn Comhshaoil, Aeráide agus Cumarsáide | Department of the Environment, Climate and Communications

— Services 
• Reporting 

• Protective
• Education & Awareness

Reporting Protective Education & 
Awareness
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• Registration of Essential and Important Entities

• Single Point of Contact

• Setting national cyber security standards and assisting NCAs

• All incident reports through NCSC / CSIRT

• Coordinated Vulnerability Disclosure (CVD)

• Information Sharing

• NIS Coop Gp, CyCLONe, CNW, 

NCSC Role & Responsibility



Body Level One
Body Level Two

Body Level Three
Body Level Four

Body Level Five
15 An Roinn Talmhaíochta, Bia agus Mara | Department of Agriculture, Food and the Marine Q&A


